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Abstract of the contribution: This document proposes a solution for key issues 2 and 3.
Introduction 

This is a solution for Key issue #2 (making the UE aware of 3GPP PS Data Off Exempt Services) and Key issue #3 (Support for controlling non-SIP based services which are not 3GPP PS Data Off Exempt Services).
It is proposed to define a PCC based solution for providing both uplink TFT filters to the UE and downlink TFT filters to the P-GW for non-SIP based services which are part of the 3GPP PS Data Off Exempt Services when 3GPP PS Data Off is activated.  
Gating of uplink packets for non-SIP based services which are not part of the 3GPP PS Data Off Exempt Services is enforced by the UE based on uplink TFT filters provided by the Core Network. 
Gating of downlink packets for non-SIP based services which are not part of the 3GPP PS Data Off Exempt Services is enforced by the P-GW based on downlink TFT filters provided by the Core Network.

In case the considered PDN connection is only used for services which are not part of the 3GPP PS Data Off Exempt Services, the PCRF may force the P-GW to reject the new requested PDN connection or terminate the existing PDN connection, and to provide a specific cause to the UE, so that the UE does not automatically reattempt connectivity request for that PDN.
Proposal

It is proposed to agree the following solution into TR 23.702
First Change

6.x
Solution X: Enforcement of 3GPP PS Data Off policy in the UE and the Core Network using PCC
6.x.1
Description

This solution addresses both key issue #2 (making the UE aware of 3GPP PS Data Off Exempt Services) and key issue #3 (Support for controlling non-SIP based services which are not 3GPP PS Data Off Exempt Services).
The following figure illustrates how to enforce 3GPP PS Data Off policy in the UE and the Core Network for one existing PDN connection, when 3GPP PS Data Off status change (i.e. activated or deactivated)
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Figure 6.x.1-1: IP‑CAN Session Modification; GW (PCEF) initiated (§7.4.1 in TS 23.203)
In step 3-4 the P-GW is informed of the 3GPP PS Data Off status change based on solution for key issue 1
In step 5, the P-GW notifies the PCRF of the 3GPP PS Data Off status change (i.e. activated or deactivated) using a specific data off status change event trigger 
In step 17, the PCRF selects appropriate policies for the PDN connection by either providing the P-GW(PCEF) with the PCC rules containing  downlink and uplink service data flow filters corresponding to 3GPP PS Data Off Exempt Services, or removing the existing PCC rules. 
In step 20, P-GW applies the policies as follows:
-
For the default bearer, the PGW configures a TFT which only includes packet filters related to 3GPP PS DATA OFF exempt services using Bearer Modification Procedure without bearer QoS update as described in clause 5.4.3 of TS 23.401. In order to avoid packet flow not belonging to 3GPP PS DATA OFF exempt services being transferred via the default bearer, an dummy UL/DL packet filter is added to disallow any packet flow in case the TFT is empty for the default bearer.
-
For the dedicated bearer(s) that are not related to 3GPP PS DATA OFF exempt services, the PGW deactivates them using Bearer Deactivation Procedure as described in clause 5.4.4.1 of TS 23.401.

-
For the dedicated bearer(s) that are related to both 3GPP PS DATA OFF exempt services and non 3GPP PS Data Off Exempt Services, the PGW deletes all the packet filters not related to 3GPP PS DATA OFF exempt services in the TFT using Bearer Modification Procedure without bearer QoS update as described in clause 5.4.3 of TS 23.401.
The following figure illustrates how to enforce 3GPP PS Data Off policy in the UE and the Core Network for new requested PDN connection,
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Figure 6.x.1-2: IP‑CAN Session Establishment (§7.2 in TS 23.203)
In step 2 the P-GW is informed of the 3GPP PS Data Off status based on solution for key issue 1

In step 3, the P-GW notifies the PCRF of the 3GPP PS Data Off status (i.e. activated or deactivated) 
In step 14, the PCRF selects appropriate policies for the PDN connection if 3GPP PS Data Off is activated by either providing the P-GW(PCEF) with the PCC rules containing  downlink and uplink service data flow filters corresponding to 3GPP PS Data Off Exempt Services, or returning appropriate result code so as to reject the request for establishing the PDN connection, if it is only used for services which are not part of the 3GPP PS Data Off Exempt Services. 

In step 17, the P-GW may reject the request for establishing the PDN connection, with appropriate release cause value so that the UE does not automatically reattempt connectivity request for that PDN. If the P-GW accepts the request for establishing the PDN Connection, the P-GW and the MME may return a specific code, to notify an update of the UL TFT on the UE at next step and to prevent the UE to send any UL in the meantime. 
In step 18, P-GW configures the for the default bearer of the PDN Connection, UL and DL TFT which only include packet filters related to 3GPP PS DATA OFF exempt services, using Bearer Modification Procedure without bearer QoS update as described in clause 5.4.3 of TS 23.401. In order to avoid packet flow not belonging to 3GPP PS DATA OFF exempt services being transferred via the default bearer, an UL/DL dummy packet filter is added to disallow any packet flows in case the TFT is empty for the default bearer.
6.x.2
Impacts on existing nodes and functionality
UE, MME, P-GW(PCEF) and PCRF are impacted. 
6.x.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.

End of Change
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